
MSG Moises N. Robles 
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DSN (312) 780-9478 
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http://www.7sigcmd.army.mil/CPTWeb/

7th Cyber Mission Unit 

25440 Brainard Avenue 

Fort Gordon, GA 30905 

“Many of our adversaries lack the ability 

to confront our forces physically, 

choosing instead to employ virtual 

weapons with potentially devastating 

effect. We must take full advantage of 

these technologies, building our own 

capabilities to operate in cyber-space 

with the same level of skill and 

confidence we enjoy on the land. We will 

either adapt to this reality or risk ceding 

the advantage to future enemies”. 

CSA General Raymond T. Odierno 
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Cyber Protection Teams (CPTs) 

conduct global cyberspace operations to 

deter, disrupt, and defeat our 

adversary’s cyber-space operations, and 

defend the United States through 

specialized Cyber support missions. 

Cyber Protection Teams consist of 

dedicated defensive operators, analysts, 

planners, and leaders who conduct 

operations to protect specified missions 

or national assets in and throughout 

cyberspace. Our teams are prepared to 

rapidly evaluate, and act in response to 

unexpected and dynamic cyber 

situations. The Protection Teams are 

prepared to defend the nation in 

response to hostile action and imminent 

cyber threats. 

 

Application information can be found on the 7th 

Signal Command website along with all required 

forms.  

 

 Candidates must complete and submit the 

applications packet consisting of: 
•ORB/ERB/CRB  

•Performance Appraisals  

•Up to 5 recent evaluations with SSN blacked out  

•Clearance Verification Memo from unit S2/G2  

 

 Recruiting Team reviews application packet and 

    checks for derogatory information  

 Selection Board evaluates packets and 

interviews  

    candidates  

 Coordination with HRC for PCS eligibility, or 

any  

    other concerns  

 Candidate approved by CG, 7th Signal 

Command  

 Candidate completes Vanguard assessment test  

 

Send the application packet to the  

7th  CMU (P) Recruiter:  

MSG Moises N. Robles  

Phone number: (706) 787-9478  

E-mail: usarmy.gordon.7-sig-cmd.list.cyber-

recruiting@mail.mil  

  

 

For more information and to download an example 

application packet, visit our website at: 

http://www.7sigcmd.army.mil/CPTRecruit_files/fr

ame.htm 

 

Required  

 TS Clearance—capable of obtaining SCI  

 Deployable  

 Strong performance and promotion potential  

    shown in Commander’s recommendation and  

    performance file.  

 Application Packet submitted and complete.  

 

Desired  

 ASVAB GT and ST Score 110 or higher.  

 IT certifications:  

          IAT Level II, IAM Level I or higher, 

          SEC+ ,N+ CEH, CCNP, CCNA, GIAC, 

          GCSC, RCHE, Linux, CISSP ….etc  

 

This is who we are looking for:  

-------------------Phase I (FY13)--------------------  

Officers:  

Professional and Knowledgeable 

 in Cyber Operations  

FA 53/FA 24 (CPT-MAJ)  

Warrant Officers:  

255A/N/S (CW2-CW3)  

NCOs:  

25B (SGT-SSG) 

 35F, 35Q (SGT-SSG 

35N (SFC)  

DA Civilians:  

2210 (GS11 to GS13)  

-------------------Phase II (FY14)--------------------  

Open to all Branches, if you have the skills and  

Aptitude. 

 

Are you an IT professional who can 

rise to the challenge of cyber 

security threats on a daily basis, 

stopping attacks dead in their 

tracks? Then the 7th Cyber 

Protection Teams may be for you.  


